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Introduction
In 2013, SA3 asked GSMA to create procedures and a governance scheme to operate and maintain security assurance in the mobile industry.
Since then, GSMA’s Security Assurance Group (SECAG) has worked on creating a solution that covers both
· Equipment vendor’s development and lifecycle process security assessment and
· Equipment testing by competent test laboratories. 
In GSMA SECAG, representatives from equipment vendors, mobile network operators and national IT security agencies have worked together to create the Network Equipment Security Assurance Scheme (NESAS). 
Status Update
GSMA SECAG would like to inform 3GPP SA3 that NESAS Release 1 was approved by GSMA at the end of 2019 and it is now officially launched and operational. 
All the NESAS documentation and additional information can be found under the following Internet link:
https://www.gsma.com/nesas
SECAG would like to invite SA3 to recognise the availability of the complete NESAS documentation and would also like to invite SA3 members to promote the use of NESAS within their organisations. Specifically, GSMA recommends network operators to require their suppliers to participate in the scheme, it invites the suppliers to do so and it encourages national authorities to assess how NESAS can complement and enhance local security initiatives.     
SECAG has decided to maintain and publish a list of all current SCAS documents on the NESAS Web site to allow stakeholders to easily and conveniently access all documents and information pertaining to NESAS and SCAS testing at one location. SECAG assumes this approach is supported by SA3 but if there are any concerns or objections SA3 should inform GSMA. If publication by GSMA is supported, in order to keep the list up-to-date, SECAG would be grateful to be notified whenever new SCAS documents are published by SA3. 
ACTIONS
GSMA SECAG would like to ask SA3 and its members to recognise the milestone achieved with the launch of NESAS and to note the availability of the full NESAS Release 1 documentation, as outlined above.
SA3 is further asked to acknowledge and support publication of the full list of current SCAS documents on the NESA web pages and to routinely update SECAG on the publication of new SCAS documents. 
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